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OVER10.000 PLATFORMSIN THEEU

9700
SMEs

With different economic
powerandsocietalimpacts.



OBJECTIVES

to create a safer digital
spacein which the 
fundamental rightsof 
all users ofdigital 
services are protected

to establish a level playing 
field to foster innovation, 
growth, andcompetitiveness, 
both in the European Single 
Market and globally

1. 2.

Tackling spread of 
illegal content, sale 
of non-complaint 

goods and services

Protecting 
fundamental 
rights online

Tacking societal 
concerns such as 
disinformation 
and child safety

One set of rules 
across the entire 
EU single market

Proportionate, 
asymmetric 
obligations

Exemptions for 
small and micro-

enterprises



The Digital Services Act building blocks

A EU governance for the supervision of online 
intermediaries

Due diligence obligations for online intermediaries

All intermediaries Hosting services
Online Platforms, and 
additional provisions 

for marketplaces

Very large platforms & 
very large search 

engines

Liability 
regime for 

online 
intermediaries

ÅCore architecture preserved: 
Åtargeted approach, proportionate to the risks and capability of the services in scope 



Where are we now?

ÅA shared sense of urgency among 
the EU Member States and the EU 
institutions. 
ÅPolitical agreement in record time. 

ÅEuropean Parliament and Council 
already approved.

ÅFast entry into force.

COM proposal

Council General Approach

European Parliament report

Political agreement

Approval by Parliament & Council

Adoption

Dec. 
2020

Nov. 
2021

Jan.
2022

Apr. 
2022

Soon

Jun.-Jul. 
2022



Protection of children

ÅStrengthened protections and new provisions
ÁEasily understandable terms of service for children
ÁOnline platforms accessible to minors obliged to take appropriate and 

proportionate measures to ensure the privacy, safety and security of minors
ÁRestriction (i.e. ban) of presentation of advertising to minors (based on 

profiling)
ÁRisk mitigation obligations for very large online platforms and very large 

online search engines



Systemic risks materialise 

Capitol riots following the US election, 2021 Disinformation campaigns related to the war in Ukraine , 2022 



Supervised risk management for very large 
online platforms and search engines

Risk assessment

Risk mitigation

Independent audit

Guidelines, best 
practice, Codes of 

conduct

Regulatory 
supervision

Public 
scrutiny

ÅPlaces societal risks and interests at the top of the 
priorities ƛƴ ǘƘŜ ŘŜǎƛƎƴ ƻŦ ŀ ǇƭŀǘŦƻǊƳǎΩ ǎȅǎǘŜƳǎ

ÅLarge platforms will have to analyse how their 
systems lead to risks for: 

Å The dissemination of illegal content, goods or services

Å Negative effects on fundamental rights, not least 
freedom of expression and information

Å Negative effects on civic discourse, elections, public 
health and other concerns ςfor example through 
disinformation and information operations online

ÅSpecial focus on ǇƭŀǘŦƻǊƳǎΩ ŀƭƎƻǊƛǘƘƳǎ: risk 
assessments and independent audits.

ÅFast response in times of crisis, such as the 
COVID-19 pandemic or the war in Ukraine



An ambitious and effective EU governance


