**Távoli Reverse TCP Payload használata nyílt forrású eszközök segítségével**

A kiberbűnözés napjainkban jelentős növekedésnek indult és ezáltal számtalan eszköz, rendszer van kitéve a fenyegetés számára. A probléma forrása az, hogy az ilyen módszerekkel egyszerű módon tudnak akár nem publikus adatokhoz is hozzáférni, valamint felhasználni azokat. Jelen előadás célja, hogy egy elvégzett szimuláció eredményei nyomán rámutasson az ilyen jellegű folyamatok lezajlására és kiváltó okaira. Ezáltal növelni szeretném az emberek biztonságtudatosságát. Kutatásom alapját a releváns nemzetközi szakirodalom feldolgozása jelenti, valamint saját magam által elvégzett Reverse TCP Payload használata nyílt forrású eszközök felhasználásával.